
PROVEN IN THE ENTERPRISE

Relevant files whenever needed

Huddle Sync intelligently chooses the 

documents relevant to you for full sync 

across all your devices.  It allows you to 

work on files when offline, safe in the 

knowledge that all your documents will 

update seamlessly the next time you’re 

online.

Secure content management

Visibility of all content across the enterprise 

that may be of interest to you, decreasing 

the duplication of effort. Access relevant 

content in the corporate knowledge store 

at all times and download additional files 

as needed, reducing bandwidth and 

storage requirements. If a device is lost or 

stolen, data can be wiped remotely.

Transparency and full records

Full transparency of where corporate 

data is stored, who has synced which 

files, full audit trails, and version control. 

Permissions set against workspaces 

and folders dictate who can view, sync 

and interact with documents, preventing 

possible data leaks.

Relevant files always with you. On any device, at any time. Online or offline.

This is Huddle Sync.



KEY FEATURES

Full audit trail
Visibility of all actions against 
files.

Recommendations 
Intelligent syncing saves 
bandwidth and storage.

Offline working
Create and edit files and 
sync them automatically to 
Huddle once online.

Always secure
Fully encrypted transmission 
of all files.

Remote wipe capability
Remotely wipe lost or stolen 
devices of enterprise files.

HUDDLE FOR IPHONE

Huddle for iPhone securely syncs 

recommended content for offline viewing, 

so you can access important documents 

whenever necessary. Review and 

approve documents on the go and 

quickly add new tasks.

ENTERPRISE-CLASS SECURITY
Government-approved security

Huddle is used by central government departments around the world and has a 

guaranteed uptime of 99.9% and 256-bit SSL encryption for maximum security 

and reliability.

Full audit trails

Audit trails are automatically added every time an action takes place against a file 

whether it’s an approval, new version or download. 

Granular permission controls

Permissions can be set for each workspace or folder, controlling who can view 

specific items.

Remote wipe capability

Should a device get lost or stolen, it can be wiped remotely to avoid data getting 

into the wrong hands.

oAuth 2.0 for secure authentication

Authentication tokens can be revoked remotely, so organizations can control 

exactly which applications have access to their data.

THE WORLD’S FIRST INTELLIGENT FILE SYNC

PLATFORM FOR THE ENTERPRISE
Huddle Sync’s set of learning algorithms are linked to all actions in Huddle, enabling it 

to intelligently select the files of most relevance for full sync across all Huddle-enabled 

devices. Whether it’s files created by colleagues you frequently work with, documents 

needing your approval or content you recently commented on, Huddle Sync ensures 

you have access on any device, at any time.


